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2. Regular Reports (SEHA¥RE)

@ Detection Status of Computer Virus under new system
(FRATLTOAVE 2 —FV 1L REHIKR)

In May 2011, there were 2 detections. One is the false detection by ESET related to Adobe Flash Player.
Information processing office reported to the ESET security center and the center fixed it in a moment. The
other one is the computer virus called “Win32/Virut.NBP “ infected to USB HDD. Fortunately, ESET
anti-virus software prevented this virus activity. Information processing office removed it using Macintosh
PC. This virus activity is that it has the infected PC execute optional instruction. In other words, the infected
PC may continue to automatically receive various instructions from the Internet. Therefore, at least, please
check the following easy protection for USB memory and HDD.

- Create "Autorun.inf" folder on the top of external media.

* Reference: http://www.cseas.kyoto-u.ac.jp/info/security/

This is the report since the establishment of new anti-virus system for the CSEAS staffs’ PCs.

Auto-Detection of Computer virus
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* “Auto-Detection” is the number of a malware which can be detected by our anti-virus software.
[Auto-Detention Total]: 1,645 (since August 2009)

* “Discovery” is the number of cases for the infected malware or false detection discovered by us.
- In most of cases, it is the newly-discovered computer virus which cannot be detected by anti-virus software.
[Discovery Total]: 13 (+2) (since August 2009)

* “Incident” is the number of cases of the message from external organizations, such as other departments, network
center, or police.
[Incident Total]: 3 (since August 2009)

[Status Report of detection computer virus in May 2011]

* 31 computer viruses were detected.
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